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Review
What is secret sharing?
2 out of 2 secret sharing

2 out of $n$ secret sharing from 2 out of 2 secret sharing Proof by reduction (started last class)

Some Number Theory
$t$ out of $n$ secret sharing (Shamir)
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A t-out-of-n secret sharing scheme over message space $\mathcal{M}$ is a pair of algorithms (Share, Reconstruct) such that:

- Share is a randomized algorithm that on any input $m \in \mathcal{M}$ outputs a $n$-tuple of shares $\left(s_{1}, \ldots, s_{n}\right)$.
- Reconstruct is a deterministic algorithm that given an $t$-tuple of shares outputs a message in $\mathcal{M}$
while both satisfy the following correctness requirement: $\forall m \in \mathcal{M}, \forall S=\left\{i_{1}, \ldots, i_{t}\right\} \subseteq\{1, \ldots, n\}$ of size $t$,
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Definition (secret sharing security with adversaries)
A $t$-out-of- $n$ secret sharing scheme (Share, Reconstruct) over M is perfectly secure if:
$\forall m, m^{\prime} \in \mathcal{M}, \forall S \subseteq\{1, \ldots, n\}$ s.t. $|S|<t, \forall A$,

$$
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Notice we have two distributions (a subset of the outputs of Share called on $m$ vs $m^{\prime}$ ) such that when $A$ is called on one it outputs 1 with a different probability than when it's called on the other.
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Using this notation, the previous statement that our scheme is not perfectly secure can be written as:
$\operatorname{Pr}\left[A\left(H^{0}\right)=1\right] \neq \operatorname{Pr}\left[A\left(H^{\log n}\right)=1\right]$.
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Note that our names for $H^{0}$ and $H^{\log n}$ match this definition.
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$\operatorname{Pr}\left[A\left(H^{0}\right)=1\right] \neq \operatorname{Pr}\left[A\left(H^{\log n}\right)=1\right]$.
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## 2-out-of-n Scheme: Hybrid Proof

We define $B$ as follows (where $i, j, m, m^{\prime}$ are all hard-coded into $B$ ):
B: chooses to attack messages $m, m^{\prime}$ with share $i_{j}$.
On input $\mathbf{s}=s_{i_{j}}$,

## 2-out-of-n Scheme: Hybrid Proof

We define $B$ as follows (where $i, j, m, m^{\prime}$ are all hard-coded into $B$ ):
B: chooses to attack messages $m, m^{\prime}$ with share $i_{j}$.
On input $\mathbf{s}=s_{i_{j}}$,

- For $k=1, \ldots, j-1$, run $\operatorname{Share}_{2-2}\left(m^{\prime}\right) \rightarrow\left(s_{0}^{\prime k}, s_{1}^{\prime k}\right)$.
- For $k=j+1, \ldots, \log n$, run $\operatorname{Share}_{2-2}(m) \rightarrow\left(s_{0}^{k}, s_{1}^{k}\right)$
- Set $S_{i}=\left(s_{i_{1}}^{\prime 1}, \ldots, s_{i_{j-1}}^{\prime j-1}, s, s_{i_{j+1}}^{j+1}, \ldots, s_{i_{\log n}}^{\log n}\right)$


## 2-out-of-n Scheme: Hybrid Proof

We define $B$ as follows (where $i, j, m, m^{\prime}$ are all hard-coded into $B$ ):
B: chooses to attack messages $m, m^{\prime}$ with share $i_{j}$.
On input $\mathbf{s}=s_{i_{j}}$,

- For $k=1, \ldots, j-1$, run $\operatorname{Share}_{2-2}\left(m^{\prime}\right) \rightarrow\left(s_{0}^{\prime k}, s_{1}^{\prime k}\right)$.
- For $k=j+1, \ldots, \log n$, run $\operatorname{Share}_{2-2}(m) \rightarrow\left(s_{0}^{k}, s_{1}^{k}\right)$
- Set $S_{i}=\left(s_{i_{1}}^{\prime 1}, \ldots, s_{i_{j-1}}^{\prime j-1}, s, s_{i_{j+1}}^{j+1}, \ldots, s_{i_{\log n}}^{\log n}\right)$
- Run $A\left(S_{i}\right)$ and output the same.

If $\mathbf{s}$ came from running Share ${ }_{2-2}$ on $m$, then $S_{i}$ is drawn from the $H^{j-1}$ distribution.

## 2-out-of-n Scheme: Hybrid Proof

We define $B$ as follows (where $i, j, m, m^{\prime}$ are all hard-coded into $B$ ):
B: chooses to attack messages $m, m^{\prime}$ with share $i_{j}$.
On input $\mathbf{s}=s_{i_{j}}$,

- For $k=1, \ldots, j-1$, run $\operatorname{Share}_{2-2}\left(m^{\prime}\right) \rightarrow\left(s_{0}^{\prime k}, s_{1}^{\prime k}\right)$.
- For $k=j+1, \ldots, \log n$, run $\operatorname{Share}_{2-2}(m) \rightarrow\left(s_{0}^{k}, s_{1}^{k}\right)$
- Set $S_{i}=\left(s_{i_{1}}^{\prime 1}, \ldots, s_{i_{j-1}}^{\prime j-1}, s, s_{i_{j+1}}^{j+1}, \ldots, s_{i_{\log n}}^{\log n}\right)$
- Run $A\left(S_{i}\right)$ and output the same.

If $\mathbf{s}$ came from running Share ${ }_{2-2}$ on $m$, then $S_{i}$ is drawn from the $H^{j-1}$ distribution.

If $\mathbf{s}$ came from running Share $_{2-2}$ on $m^{\prime}$, then $S_{i}$ is drawn from the $H^{j}$ distribution.
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So,
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(so $B$ breaks the perfect security of the 2-out-of-2 scheme - there exists $m, m^{\prime}$, an index $i_{j}$ and an algorithm $B$ such that the above probability holds.)

## 2-out-of-n Scheme: Hybrid Proof

This is a contradiction. We know from last class that the 2-out-of-2 scheme is perfectly secure.

So our original assumption (that there exists an $A$ that breaks the perfect security of the 2 -out-of-n scheme) must be false, and therefore the 2-out-of-n scheme is perfectly secure.
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## Some Number Theory

Theorem (Polynomial Uniqueness and Interpolation)
Let $p$ be a prime, and let $\left\{\left(x_{1}, y_{1}\right), \ldots,\left(x_{d+1}, y_{d+1}\right)\right\} \subseteq \mathbb{Z}_{p} \times \mathbb{Z}_{p}$ be a set of points whose $x_{i}$ values are all distinct.
Then there is a unique degree-d polynomial $f$ with coefficients in
$\mathbb{Z}_{p}$ that satisfies $y_{i}=f\left(x_{i}\right)$ for all $i$.
(This $f$ can be obtained from the $d+1$ points via polynomial interpolation).
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The interpolation theorem says any $t$ shares can uniquely determine $f$, and hence recover the secret $f(0)=m$.
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## Shamir's Secret Sharing Scheme

Share $_{\text {shamir }}$ : On input $m \in \mathbb{Z}_{p}$,

- select $f_{1}, \ldots, f_{t-1}$ uniformly at random from $\mathbb{Z}_{p}$.
- define $f(x)=m+\sum_{i=1}^{t-1} f_{i} x^{i}$
- for $i=1$ to $n$ :
- create share $s_{i}=(i, f(i))$.
- output: $\left(s_{1}, \ldots, s_{n}\right)$

Reconstruct $_{\text {shamir }}$ : On input $\left(s_{i}: i \in S\right)$

- interpolate $t$ points of $s_{i}$ to obtain $f$, the unique degree $t-1$ polynomial passing through these points.
- output $f(0)$
(correctness follows from interpolation theorem)


## Shamir Security

Recall the perfect security definition:
Definition (secret sharing security via identical distributions)
A $t$-out-of- $n$ secret sharing scheme (Share, Reconstruct) over M is perfectly secure if:
$\forall m, m^{\prime} \in \mathcal{M}, \forall S \subseteq\{1, \ldots, n\}$ s.t. $|S|<t$, the following distributions are identical:

$$
\begin{aligned}
& \left\{\left(s_{i} \mid i \in S\right):\left(s_{1}, \ldots, s_{n}\right) \leftarrow \operatorname{Share}(m)\right\} \\
& \left\{\left(s_{i}^{\prime} \mid i \in S\right):\left(s_{1}^{\prime}, \ldots, s_{n}^{\prime}\right) \leftarrow \operatorname{Share}\left(m^{\prime}\right)\right\}
\end{aligned}
$$

## Shamir Security
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$$

for an unauthorized set $S$ of size $t-1$.
$\left(s_{i} \mid i \in S\right)=\alpha$ happens if and only if the polynomial chosen by Share shamir happens to have $f(i)=\alpha_{i}$ for each $i \in S$ and $f(0)=m$.

By the polynomial interpolation theorem, there is one unique degree $t-1$ polynomial that satisfies these $t$ constraints. The Share $_{\text {shamir }}$ chooses a degree $t-1$ polynomial uniformly from the set of $p^{t-1}$ polynomials that satisfy $f(0)=m$ (this is done by choosing $f_{i}$ at random from $\mathbb{Z}_{p}$ for $i=1, \ldots, t-1$ ). So, this probability is $\frac{1}{p^{t-1}}$.
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So we also have that:

$$
\operatorname{Pr}_{\text {Share }_{\text {shamir }}\left(m^{\prime}\right) \rightarrow\left(s_{1}^{\prime}, \ldots, s_{n}^{\prime}\right)}\left[\left(s_{i}^{\prime} \mid i \in S\right)=\alpha\right]=\frac{1}{p^{t-1}}
$$

for an unauthorized set $S$ of size $t-1$.

## Shamir Security

Therefore, for any $m, m^{\prime}$, for any $\alpha$, and for any unauthorized set $S$ of size $t-1$, we have that:

and therefore Shamir $t$-out-of- $n$ secret sharing satisfies perfect security.

